|  |
| --- |
| **刘秀兰** |
| |  |  |  | | --- | --- | --- | | 性别：女 | 年龄：36岁 | 居住地：成都 | | 手机：18919267795 | 邮箱：liu219@gmail.com | 应聘职位：安全工程师 | |
| **教育背景**  **2017.09 - 2020.06 西安交通大学 信息安全 硕士** |
| **工作经历**  **2023.01 - 至今 绿盟科技 安全工程师 23K**  • 执行渗透测试，发现系统漏洞，提出安全加固建议  • 负责企业信息安全体系建设，制定安全策略和管理制度  • 参与安全产品选型，建立安全防护体系  • 监控安全事件，及时响应安全威胁，处理安全事故  • 进行安全风险评估，识别安全威胁，制定防护措施  **主要项目：**  • 安全运营中心建设：建立SOC平台，实现7×24小时安全监控  • 数据安全治理：建立数据分类分级体系，保障数据安全  **2020.01 - 2021.12 腾讯 中级安全工程师 16K**  • 参与安全产品选型，建立安全防护体系  • 进行安全风险评估，识别安全威胁，制定防护措施  • 开展安全培训，提升员工安全意识和防护能力  • 负责企业信息安全体系建设，制定安全策略和管理制度  • 执行渗透测试，发现系统漏洞，提出安全加固建议  **主要项目：**  • 企业安全防护体系建设：构建多层次安全防护，安全事件减少80%  • 数据安全治理：建立数据分类分级体系，保障数据安全  • 安全运营中心建设：建立SOC平台，实现7×24小时安全监控  **2020.01 - 2022.12 百度 安全工程师 19K**  • 开展安全培训，提升员工安全意识和防护能力  • 执行渗透测试，发现系统漏洞，提出安全加固建议  • 参与安全产品选型，建立安全防护体系  • 进行安全风险评估，识别安全威胁，制定防护措施  • 负责企业信息安全体系建设，制定安全策略和管理制度  **主要项目：**  • 数据安全治理：建立数据分类分级体系，保障数据安全  • 企业安全防护体系建设：构建多层次安全防护，安全事件减少80%  **2023.01 - 2025.12 华为 安全工程师 20K**  • 参与安全产品选型，建立安全防护体系  • 开展安全培训，提升员工安全意识和防护能力  • 监控安全事件，及时响应安全威胁，处理安全事故  • 负责企业信息安全体系建设，制定安全策略和管理制度  • 进行安全风险评估，识别安全威胁，制定防护措施  • 执行渗透测试，发现系统漏洞，提出安全加固建议  **主要项目：**  • 企业安全防护体系建设：构建多层次安全防护，安全事件减少80%  • 数据安全治理：建立数据分类分级体系，保障数据安全  • 安全运营中心建设：建立SOC平台，实现7×24小时安全监控 |
| **专业技能**  渗透测试 | 入侵检测 | 网络安全 | 应急响应 | 安全审计 | 防火墙 | 安全加固 | 漏洞扫描 |
| **培训经历**  • 完成产品经理职业技能提升培训  • 参加UI/UX设计专业课程培训 |
| **获奖经历**  • 季度绩效优秀奖  • 客户满意度优秀奖  • 年度最佳新人 |
| **自我评价**  专业基础扎实，实践经验丰富，曾参与多个大型项目的设计与实施。具备优秀的分析问题和解决问题的能力，善于从全局角度思考问题。团队合作意识强，能够与不同背景的同事有效协作，共同完成项目目标。具备良好的学习能力和创新思维，能够快速适应新环境和新挑战。 |